**Cyber Terms and Hacking**

Extra Credit Assignment

(25 points extra credit)

**Directions:**

Using this document, and the provided link on the Class Website (The Motherboard e-Glossary of Cyber Terms and Hacking Lingo), define each cyber term in the space below. **To receive full extra credit, you must complete all of the Word Search and definitions!** Once completed, print off your document and staple to your Word Search.

**attribution -**

**backdoor -**

**black hat -**

**botnet -**

**brute force -**

**bug -**

**chip off -**

**cracking -**

**crypto -**

**dark web -**

**deep web -**

**digital certificate -**

**encryption -**

**evil maid attack -**

**exploit -**

**forensics -**

**hacker -**

**hacktivist -**

**hashing -**

**infosec -**

**jailbreak -**

**malware -**

**man in the middle -**

**metadata -**

**nonce -**

**password managers -**

**pentesting -**

**PGP -**

**phishing -**

**plaintext -**

**rainbow table -**

**ransomware -**

**rat -**

**red team -**

**root -**

**rootkit -**

**salting -**

**script kiddies -**

**signature -**

**sniffing -**

**social engineering -**

**spearphishing -**

**spoofing -**

**state actor -**

**tails -**

**token -**

**virus -**

**white hat -**

**zero day -**